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OGene APK Package — 'OGene' Android Public Beta Installation and Permission Setup
Guide
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I. Explanation of the Public Beta Version Background of OGene

This public beta version is in the functional verification stage. The OGene APK software

package needs to be distributed through non-official channels (such as WeChat, email, or links,
etc.). As it has not yet formally passed the security review of the application store, the mobile
phone system may prompt "risk/virus software" or restrict some permissions. This is a normal
phenomenon. The core purposes of the public beta version include:
1. Functional Verification: Testing the stability of basic functions such as text/image/file
transmission and voice calls.
2. Permission Adaptation: Testing the compatibility of permissions on different Android versions.
3. Performance Testing: Collecting data from multiple device models to optimize resource usage
and other issues.
4. Feedback Collection: Gathering different users' feedback on problems encountered during the
testing use and suggestions for improvement.
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Il. Preparations before Installation
1. Enable Installation Permissions for Unknown Sources

Common Path: Settings — Security/Privacy — More Security Settings — Install

Unknown Apps — Select Browser or File Manager or WPS Office etc. — Turn on the "Allow

from this source" switch.
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Mainstream Brand Paths:



Huawei: Settings > Security and Privacy > External Source App Downloads

Xiaomi: Settings > Privacy Protection > Special Permissions > Install Unknown Apps

OPPO: Settings > Password & Security > System Security > External Source Apps

Samsung: Settings > Biometrics and Security > Install Unknown Apps

(These settings depend on the method you choose to open the software. Generally, there is no
need to preset them. You can enable the permission according to the actual installation

prompts.)
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2. Disable Virus Scan Alerts
Some phones (such as Huawei) may trigger a "Malicious App Detection" during installation. In the
installation interface, you can click "Continue Install" or "Install Anyway" to skip the alert.
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lll. OGene APK Software Package Installation Process

Download the OGene APK File:

1. Receive the Internal Test Installation Package: Obtain the installation package via

WeChat/Email/Link, etc. Click the download link and select "Save to Local". It is recommended to

use the default browser of the phone for downloading to avoid interception by third-party

browsers.

2. Locate the OGene APK File: Open the file manager — Internal storage — Download folder,

find the downloaded installation package ending with ".apk".

3. Execute the Installation Operation

4. Tap on the OGene APK file, the system will pop up an installation interface, click "Install" >

"Allow this installation" > "Continue Installing" > "Complete".

5. Risk Alert Handling

6. If a "High-risk application" warning appears during installation, click "Continue Installing". This

alert is a standard warning from the system for non-official applications and does not affect



usage.
7. First Launch Risk Prompt: If prompted with "Malicious behavior detected" upon first launch,
you can choose "Trust this app" or "Don't show again".

8. Parse Error: If a "Parse error" is prompted, please redownload the installation package and try
again.
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IV. Core Permission Settings Guide

After installation, it is highly likely that you will need to manually enable the following
permissions to ensure the normal use of functions;
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1. Basic Function Permissions

Storage Permission: Allow the app to read and write to phone storage for file transfer, image

sending, etc.
Path: Settings — Apps — Select APP — Permissions — Storage — Enable

Microphone Permission: Supports voice messaging and voice calling functions.

Path: Settings — Apps — Permissions — Microphone — Enable

Camera Permission: Allows taking photos/videos for sending.

Path: Settings — Apps — Permissions — Camera/Camera — Enable
(Other basic permissions such as location, phone, messages, etc., do not affect the use of this
software if not enabled)
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2. Advanced Function Permissions
Notification Permission: Receive new message alerts and banner push notifications.

Path: Settings — Notifications/Status Bar — Select APP — Enable "Allow Notifications" and
"Banner Notifications"

Background Activity Permission: Ignore battery optimization to ensure the app runs stably in the

background and receives instant messaging messages promptly.

Path: Settings — Battery — Battery Optimization — Select APP — Set to "Do Not Optimize"
Different brands have different settings paths:

Vivo: Settings — Battery — High Power Consumption in Background — Enable APP Switch
Xiaomi: Settings — Power Saving & Battery — App Smart Power Saving — Select APP — No
Restrictions

Huawei: Settings — Apps — App Startup Management — Turn Off Auto Management —
Enable All "Allow Background Activities"

Auto-Start Permission: Prevent the system from cleaning up the app's background processes.

Path: Settings — Apps — Permissions — Auto-Start Management — Enable or Set —
Battery — Select APP — Startup Management — Manually Manage All

(The display of auto-start management permissions varies across different phone systems. The
purpose of the setting is to allow the software to auto-start and run activities in the background)
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3. Special Permissions (For Some Device Models)

Ignore Battery Optimization: Ensure background stability.

Path: Settings — Battery — Battery Optimization — Select APP — Set to "Do Not Optimize"
Security Center Settings: Add the app to the security software's whitelist to avoid being

mistakenly terminated.
Path: Phone Manager — Virus Scan — Quarantine — Add Trusted App or Turn Off Risk

Identification
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V. Frequently Asked Questions (FAQ) and Solutions

1. Installation Failure

"Insufficient Space" Alert: Clear cache or uninstall unused apps to free up space.

"Parse Error" Alert: Redownload the OGene APK file, ensuring a stable network connection.
"Permission Denied" Alert**: Check if "Unknown Sources" permission is enabled.
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2. Function Issues

Unable to Send Files: Check if storage permission is enabled.

Voice Call Dropped: Adjust background activity permission and add the app to the battery
optimization whitelist.

Message Delay: Ensure notification permission is enabled and allow the app to run in the
background.

Message Sync Issues: Pay attention to software interface prompts such as "The network seems a
bit unstable," indicating current connectivity issues with the cloud server. You can try again later

or restart the app.
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3. System Interception

If the app is frequently intercepted by security software, you can disable "Application Installation
Detection" in the settings.
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VL. Issue Feedback

During the internal testing period, if you encounter any abnormalities, you can submit
screenshots and descriptions through the "Settings" — "About OGene" — "Help & Feedback"
function within the OGene APK, or send an email to the dedicated internal testing mailbox

(format: Device Model + System Version + Issue Description).
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VII. Security Statement

1. This internal testing version has passed code security auditing and poses no risk of malicious
code or privacy leaks.

2. It is recommended to uninstall the internal testing version after completing the test. The

official version will be provided through the app store upon release.



